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Abstract

In this paper, we present a new MAC (Medium Access Control) protocol,
called Hybrid ALOHA (H-ALOHA), which is a combination of two existing
protocols: Pure ALOHA (P-ALOHA) protocol and Slotted ALOHA (S-
ALOHA) protocol. The idea behind it is to design a MAC protocol that
could meet some specific requirements in wireless networks, such as reducing
energy consumption, delay minimization, and increasing the throughput. To
the best of our knowledge, the S-ALOHA protocol is an improved version of
P-ALOHA. However, during one single transmission scenario, P-ALOHA
works better than S-ALOHA in terms of energy consumption and packet
delivery. Motivated by that fact, we combine these two protocols, resulting
in a hybrid ALOHA. A finite-state Markovian model is proposed to study
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the steady-state performance of H-ALOHA including normalized through-
put, backlogged throughput, access delay, backlogged delay, and energy
consumption. The proposed hybrid protocol has been compared with the
S-ALOHA protocol. The simulation results show that the proposed hybrid
protocol outperforms all ALOHA protocols. On average, the proposed pro-
tocol outperforms the S-ALOHA protocol by 60% in terms of normalized
throughput, by 15% in terms of access delay, and by 23% in terms of total
energy consumed during the transmission process.

Keywords: Medium access control, ALOHA, slotted ALOHA, performance
evaluation, Markov chain.

1 Introduction

Unlike wired communication, in wireless networks, users communicate
directly over a common wireless channel. A user can transmit its packet on
the channel, and the transmitted packet will be received by the base station.
And when two or more packets are sent at the same time, they interfere,
causing a transmission collision. In the case of successful transmission, the
user receives an acknowledgment from the base station on whether the packet
has been well received. Otherwise, there is a collision, and retransmission is
required. All collided packets (packets involved in a collision) are assumed to
be corrupted, which are known as backlogged packets, and are retransmitted
after some random time. Collisions mean that the transmitted packets are
not received properly, resulting in low system performance [1]. There must
therefore be some way to control which user has access to the medium.
Media access control (MAC) protocols provide the access to the channel and
a scheme to arbitrate transmissions between users so that each user on the
network may communicate with other users— either on the same network or
on others [2]. Anyway, the role of MAC protocols is to decrease collision
and avoid crosstalk among network components in order to significantly
improve the performance and Quality of Service (QoS) [3,4]. MAC protocols
are divided into two major groups, depending on the specific methods used
to manage medium access: Random access protocols and scheduling-based
protocols.

Random access protocols (Also known as contention-based MAC pro-
tocols) had emerged to make sure that the channel resources are efficiently
shared between the users [5]. ALOHA or Pure ALOHA (P-ALOHA) [6]
is the simplest and the earliest contention-based MAC protocol to be
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implemented. It is proposed by Norman Abrahamson and his colleagues three
decades ago at the University of Hawaii with the objective to connect people
on Hawaii Islands. P-ALOHA originally was designed to solve channel-
allocation issues on the Hawaiian Islands during the 1970s. According to
the P-ALOHA protocol, each user of the network can start transmission
whenever it has the data packet to be transmitted, regardless of the channel
condition (i.e. the transmission is free-control). Due to the collision issue, the
P-ALOHA throughput is a little too low, 1/(2¢) = 18.5%. As this modest rate
has a negative impact on network performance, S-ALOHA [7] is proposed as
an improved version of P-ALOHA. The major alteration of the P-ALOHA
protocol which is existed in the S-ALOHA protocol is the discrete-time (time
is divided into slots), and the user can transmit only at the beginning of each
time slot. The S-ALOHA throughput is thus boosted as well (1/e = 37%).

Unlike P-ALOHA protocol, in S-ALOHA, time is subdivided into time
slots and the users must wait for the beginning of the next time slot to start
the transmission if they miss the transmission during the current slot. Waiting
for the next time slot means delayed packet transmission and an increase in
energy consumption. Based on that, in the case of one single transmission,
the P-ALOHA protocol is much better than the S-ALOHA protocol. More
and more, the probability that there is a collision in the P-ALOHA system is
1—e~2TA where T is the necessary time for packet transmission, and X is the
average arrival rate of packets. While the probability that there is a collision
in the S-ALOHA system is only 1—e ™7, For this reason, the S-ALOHA pro-
tocol works well during multiple transmissions compared to the P-ALOHA.
This motivated us to combine P-ALOHA with the S-ALOHA, resulting in a
Hybrid ALOHA (H-ALOHA). The main idea behind our H-ALOHA is that
the users implement the P-ALOHA protocol during one single transmission,
while they run S-ALOHA in the case of multiple transmissions. We describe
the design objectives for our hybrid protocol from two perspectives. First,
the new MAC protocol should be inherently energy-efficient to prolong the
battery lifetime. Secondly, the new MAC protocol should provide low delay
compared to both P-ALOHA and S-ALOHA protocols.

In fact, it is possible that both protocols can be used by the same user
in the same wireless network. When users are communicating over the same
wireless network, they should share the same Physical Layer (PHY) and Data
Link Layer (DLL), at least. The access control protocol is within the DLL,
and in principle, all users should follow the same rules. For instance, within
a Wi-Fi network, all nodes should use the common carrier-sense multiple
access with collision avoidance (CSMA/CA) access strategy [8]. This is
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for fairness reasons. However, even within the Wi-Fi CSMA/CA, there are
different access schemes (DCF, HCF, etc.) that actually differentiate the way
a node prioritizes its own (or the others) traffic.

The main contributions of this paper are as follows:

* We propose a novel MAC protocol which combines two existing
protocols: P~ ALOHA and S-ALOHA protocols.

* We propose a mathematical model based on Markov chains which
allows determining the system’s state in the stationary regime.

* We explore different performance metrics, such as throughput, delay,
number of backlogged packets, and energy consumption.

* We provide a comparative study of the proposed hybrid protocol with
ALOHA protocols.

The remaining parts of this article are organized as follows. Section 2
summarizes relevant prior works. Section 3 presents an overview about
ALOHA family. In Section 4, we present the system model considered in our
paper. Section 5 presents the analytic model of the Hybrid ALOHA protocol
using a discrete Markov chain. In Section 6, we calculate the performance
metrics such as the average throughput, as well as obtaining the average delay
and energy consumption. Section 7 presents the protocol evaluation based on
MATLAB simulations that we have conducted to compare its average delay
and energy consumption. Finally, Section 8 concludes the article.

2 Related Works

Interest has been growing in recent years in studying and improving access
to a common medium in wireless communication networks. Several of these
studies focus on the slotted aloha, in which time is divided into slots. For
example, in [9], the authors have proposed an approach called ZigZag Decod-
ing to enhance the Slotted ALOHA protocol. Exploiting ZigZag decoding
approach, the receiver is able to retrieve packets despite the presence of colli-
sion, resulting in reducing the loss rate of colliding packets. The authors show
trough numerical results that the ZigZag decoding approach can significantly
enhance the performance measures of the Slotted ALOHA protocol.

In [10], the authors have proposed the Capture Effect technique to
improve the performance of the Slotted ALOHA protocol for LoRa technol-
ogy. The basic idea of the Capture Effect technique is that the transmitters
send their packets using one of the available power levels, and the receiver
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is always able to retrieve the packet transmitted at the highest power level
among all the transmitted packets. Authors have proven that the Capture
Effect technique makes the Slotted ALOHA protocol more performant than
the conventional Slotted ALOHA.

In [11], the authors have proposed a hybrid approach for enhancing
the Slotted ALOHA protocol. This hybrid approach combines between two
existing techniques : ZigZag Decoding (ZD) technique and Capture Effect
(CE) technique. Authors proposed a study based on the Markov chain model,
to define the main performance metrics such as the throughput and the
average packet delay. They have also presented a comparative study of the
proposed hybrid protocol (SA-CEZD) to the ones reported in the literature:
the standard Slotted ALOHA (SA) [12], the Slotted ALOHA combined with
ZigZag Decoding (SA-ZD) [9], and the Slotted ALOHA improved by the
Capture Effect (SA-CE) [10]. The results showed that the proposed hybrid
protocol outperforms all other proposals.

Authors, in [13] have proposed a novel mechanism to improve the
performance of the slotted ALOHA protocol. This improvement is granted
by employing two schemes. The first one is called signature codes, which
help the receiver recognize the packets involved in collisions. The second
scheme is known as successive interference cancellation (SIC) which is used
to retrieve packets during the collision. The authors modeled the system as
a two-dimensional Markov model, where the number of collided packets
is taken as the system state. They derived the mathematical expressions of
performance metrics as a function of the stationary distribution, such as the
normalized throughput, average delay, and average memory size. Finally,
through numerical results, they show that the proposed protocol outperforms
the standard slotted ALOHA protocol in terms of the normalized throughput
and average delay.

The authors in [14] have developed a novel policy (called the Lazy Policy,
in recent literature) known as threshold-ALOHA, which is a distributed age-
aware modification of the slotted ALOHA protocol. The basic idea of the
proposed policy is that users suspend their transmissions until the Age of
Information (Aol) of the status update flow it is sending reaches a certain
threshold I'. Once the Aol exceeds I', the user transmits with transmission
probability in each time slot, as in conventional slotted ALOHA. They
proposed a discrete-time Markov Chain (DTMC) to analyze the behavior
of threshold-ALOHA. Then, they derived an expression relating the time
average Aol in threshold-ALOHA to the network size n, the transmission
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threshold, and the transmission probability, and they show that the optimal
time average Aol scales with n as 1.4169n, which is close to half the
minimum value en achievable by ordinary slotted ALOHA. Moreover, at
this Aol optimized operating point, the loss throughout is below 1% of the
maximum achievable throughput.

In [15], the authors have proposed a new approach based on the concept
of policy trees to enhance the Slotted ALOHA protocol. Each node has the set
of policies {(,2™) | 0 < i < m}, where policy (,2™) prescribes
transmitting in the ¢ — th time-slot of the frame, that is, at all time slots ¢
where t mod 2" = 4. To achieve higher throughput, the nodes must learn how
to choose the best policies by assigning quantitative weights to all policies.
This results in two variants of Slotted ALOHA, which are ALOHA-QT and
ALOHA-QTF. Simulation experiments showed ALOHA-QT and ALOHA-
QTF give performance improvements compared to ALOHA-Q and Slotted
ALOHA with exponential backoffs.

In [16], the authors have presented an approach to enhance the Slotted
ALOHA protocol for IoT environments during the COVID-19 pandemic.
The proposed approach ensures fast and successful transmission of the
data transmitted by COVID-19 IoT devices that implement Slotted ALOHA
in a scenario consisting of other type of IoT devices that use the same
random access protocol. Authors proposed a model analysis based on two-
dimensional Markov chains for modeling the considered IoT network. The
numerical results showed that, thanks to the priority given to COVID-19
IoT devices, leads to an enhancement of the performance of that type of IoT
device compared to the other type of IoT devices in terms of all performance
metrics of interest.

Contention Resolution Diversity Slotted ALOHA (CRDSA) protocol and
its variant such as IRSA (Irregular Repetition Slotted ALOHA), CSA (Coded
Slotted ALOHA) and MuSCA (MultiSlots Coded ALOHA) show high
throughput performance compared to conventional slotted ALOHA protocol.
In [17], the authors have further enhanced the flexibility and performance of
CRDSA protocol along different physical layer dimensions. They are aiming
to improve the performance of CRDSA in terms of throughput, power and
energy efficiency, as well as the flexibility. Based on simulation results, they
show that there is still chance for improvement in terms of throughput and,
using heuristic methods, they find an optimized distribution of the packets
power. Applying this latter, it is shown to achieve significantly enhanced
performance. By employing multi-frequency CRDSA, the terminal’s peak
power is drastically reduced.
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In [18], the authors have proposed an approach to enhance Slotted
ALOHA-Based MAC for IoT applications in the fight against COVID-19.
They consider an IoT network scenario where several classes of 10T devices
transmit to a single gateway, using the Slotted aloha protocol as a random
access protocol. The impression is to propose a method that ensures fast and
successful transmission of the data transmitted by COVID-19 IoT devices
(class 1 devices) in a scenario comprising several classes of IoT devices.
Indeed, the considered IoT network consists of N class of devices (num-
bered 1,2,...,N ) such that if ¢+ < 5 a class ¢ IoT device always has
priority over a class j IoT device. They showed through numerical results
that the proposed approach enhances Slotted ALOHA performance and
especially improves COVID-19 IoT devices performance compared to the
performance of the other classes of IoT devices in terms of all performance
metrics.

In [19], the authors have considered a network scenario consisting of
a mix of cooperative and non-cooperative users under incomplete game
information. The authors have supposed that the users implement the Slotted
ALOHA mechanism combined with ZigZag Decoding to access a shared
channel. Through numerical results, they have shown that the selfish behavior
of users affects negatively the network performance.

In the foregoing discussion, the S-Aloha is stabilized to be an improved
version of the pure ALOHA protocol in which users are synchronized, in
the sense that they can only start transmitting at the beginning of a time
slot. The maximum throughput for slotted ALOHA is % Clearly, this max-
imum throughput is a bit too low, and the natural question is how much
more throughput can be achieved. Toward answering that question, many
approaches, and techniques have been proposed to resolve collisions in
order to improve the throughput of the S-ALOHA protocol. All the papers
discussed in this section work to enhance the S-ALOHA protocol. How-
ever, S-ALOHA requires time synchronization, which slows packet delivery
and increases energy usage. While our proposed hybrid protocol achieves
maximal efficiency using the same physical layer as ALOHA protocols, and
without requiring time synchronization.

3 ALOHA Random Access Protocols

In this section, we present an overview of two kinds of ALOHA-based
random access protocols: Pure ALOHA and Slotted ALOHA.
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3.1 Pure ALOHA

In pure ALOHA (also known as non-slotted ALOHA), if multiple users
transmit packets at the same instant g, or interval as other users, this resulted
in a collision (complete or partial collision). Figure 1 illustrates the time
duration in which a collision can happen. Thus, 27" is the time period
(vulnerability time) in which a single transmission is successfully performed.
Without verification of the status of the channel, every user can transmit its
data packet, which creates the possibility of packet collision. After receiving
an acknowledgment (ACK) from the receiver side, the transmission is con-
sidered successful and vice versa. And for collided or overlapped packets,
retransmission is required after a random time until they are transmitted
successfully. Waiting a random time before retransmitting the collided packet
can avoid a further collision. The efficiency of the ALOHA channel is the
probability of successful transmission without any collision. The channel
throughput expression of pure ALOHA is Thp_Aroma = Ge 2G| where
G is the traffic load (the number of users that attempt the channel access in
one packet time 7).

To derive the efficiency of Pure ALOHA channel, maximize
ThP—ALOHA for GG:

dThp,ALOHA - d(Ge_QG)
G VT T aa

& e —2Ge =0

=0

e 2(1-26)=0
< G =0.5.

Data I

Data

T 1 T » Time

D Collided bits

Figure 1 Vulnerability intervals for Pure ALOHA.
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Then, the maximum throughput efficiency of pure ALOHA is:

ThEY  ona = Th(0.5) = 0.5¢7 205, (1)
Thp* roma = 0.184 kbits/sec. )

3.2 Slotted ALOHA

In Slotted ALOHA, the time is divided into time intervals (known as slots) of
equal length, and each user can start the transmission only within a time slot.
Therefore, in Slotted ALOHA there is no partial interference, only simulta-
neously (same time slot) transmitted packets are destroyed. The major factors
kept in mind while developing the Slotted ALOHA protocol were Packet
Loss Ratio (PLR) and throughput, as well as average delay. In comparison
to the pure ALOHA, users that implement Slotted ALOHA can not transmit
their data whenever it is available. Consequently, they need to wait for the
beginning of the next time slot to start transmission. The main drawback
of the Slotted ALOHA protocol is too many collisions when the traffic is
extremely heavy [20, 21]. As shown in Figure 2, successful transmission
happens when there is just one packet was scheduled for transmission during
a time slot. Thus, the vulnerable time in the case of Slotted ALOHA is
T (single slot). The channel throughput expression of Slotted ALOHA is
Ths_aroma = Ge .

dThs_arona d(Ge™%)

aG =Ve =G

Collision Success

P Time

Slot
Figure 2 Vulnerability intervals for Slotted ALOHA.
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s 1-G)=0
& GE=1
Then, the maximum throughput efficiency of slotted ALOHA is:
Th¥“ona = Th(1) = 1e” !, 3)
Thg}f,mélLOHA = 0.3678 kbits/sec. (4)

4 System Model and Assumptions

In this section, the system model adopted in this work will be described as
follows. Consider an uplink wireless network consisting of one receiver (e.g.,
base station, access point) and multiple (say in total M) sources (e.g., nodes,
users), which transmit their packets to the receiver via a shared wireless
channel. The single receiver is located at the cell center, while the sources
are positioned in a star topology as illustrated in Figure 3. We begin by
supposing that the sources have no buffer for storing incoming packets (new
and old packets), thus, each source waits for the successful transmission
of the current packet to send another packet. This assumption can have
realistic application in the context of signaling. The packets that are failed
to be received are called backlogged packets. In this system, we assume that
all the sources implement our hybrid ALOHA (combination of P-ALOHA
and S-ALOHA) protocol for medium access. Thus, the sources use the P-
ALOHA protocol during one single transmission, while they implement the
S-ALOHA protocol during multiple transmissions. That means during one
single transmission, whenever a source has a packet (new or old) to send,
it simply (re)transmits it at the begging of a subslot (length of subslot is
Tiubslot)- And during multiple transmissions, the sources can transmit their
packets only at the begging of a time slot (time is slotted into slots of fixed
length Tt = N Tsubsior Where the transmission of each packet take one-time
slot). Once the sources generate their packets, the algorithm shown in Fig.
4 is carried out to select and determine which protocol can be implemented
by sources to get better performance during transmission. Thus, the hybrid
ALOHA works as follows:

* If only one source attempts transmission (new or old), it applied
P-ALOHA protocol to handle the random access process.

* If two or more sources attempt transmission (new or old), they perform
S-ALOHA protocol for random access control.
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B (), @

User m
Q / Base station

User 2

Figure 3 The proposed system model adopted in this paper.

Sources start
(rejtransmission

Several sources transmit .
simultaneously ] Only one source transmit
g ¢ s l .
Use Slotted ALOHA protocol Use Pure ALOHA protocol to
to handle the random access handle the random access
process process
LN L l ’
Collision ] Exit, successful transmission

Figure 4 Algorithm of the process of transmission with hybrid ALOHA.

e In case of transmission failure, collided sources retransmit after a
random delay using the best protocol for the current situation.

We assume that the packet arrivals at different sources are independent,
and it follows a Bernoulli process with a parameter p,. And if a collision
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Table 1 Notation and description

Notation Description

M Total number of users

n Number of backlogged users

N Number of sub-slots

Da Transmission probability of newly arrived packets
j Retransmission probability of backlogged packets
P Transition matrix

™ Steady state probability

Th Normalized throughput

Thyack Backlogged throughput

De Access delay

Depack Backlogged delay

FEux Energy consumed by a source during waiting time
Eix Energy consumed by a source during transmission
Eex Energy consumed by a source during collision
FEi Energy consumed by a source during receiving
Eiotal The total consumed energy

happens, the packet gets backlogged, and it will be retransmitted (as an old
packet) in the next time (sub)slot with re-transmission probability p, € (0, 1].

5 Theoretical Analysis

In this section, we build a Discrete Markov Chain Model (DMCM) based
on [22,23], to model our considered system with M users. Then, the chain
consists of M states. We denote by n the number of packets that are involved
in a collision (equivalently, backlogged packets or backlogged sources) at the
beginning of a (sub)slot. For any choice of p, € (0, 1], the process n has the
strong Markov property. The state space of the considered Markov chain is
E =1{0,1,..., M}.Figure 5, shows the transition diagram of the considered
Markov chain. Table 1, shows some notations used in the paper.

Let us denote by QQ,(j,n) the probability that j unbacklogged sources
transmit packets in a given (sub)slot.

Quljim) = (M ; ”) (1 = pu)M=n=ip )
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01010101010

<— Transition by Slotted ALOHA
<— Transition by Pure ALOHA

Figure 5 Transition diagram of the considered Markov chain that represents the evolution
of the numbers of backlogged packets in our hybrid ALOHA.

and let Q,(j,n) be the transmission probability that j backlogged sources
retransmit their packet in a given time (sub)slot.

Qi) = () =) ©
The transition probabilities F(; ;) (defined as the probability that the

number of collided packets changes from n to m, n,m € FE) satisfy the
following system equations:

(Qa(ivn)v ZZ 2
Qa(lvn)[l_Qr(O’n)]a 1=1
o BN DN 0,1 m)@: (0.1 .
PP oo - QL) =0
M;”Vwo,n)@r(l,n) i=-1
0 Otherwise.

where N is the number of sub-slots in a Slotted ALOHA slot. In fact when
N =1, hybrid ALOHA became the traditional Slotted ALOHA.

As our Markov chain is irreducible, and it has finite set of states FE.
Therefore, it is ergodic, and it has a unique stationary probability 7. This
latter can be calculated by solving the following system:

F(pa,pr) = (paapr)P(pa,prr)
Tn(Pa,pr) >0, n=0,1,....,M
3)

M
Z Wn(paapr) = 1.
n=0
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where 7, (pq,pr), n € {0,1,..., M} represents the probability that there
are n backlogged packets in the system. And P(p,, p,) denotes the transition
matrix of the considered Markov chain.

6 Performance Evaluation

In the following subsections, we are going to derive the mathematical
expressions of some performance metrics.

6.1 Normalized Throughput

In communication protocols, the throughput is defined as the number of
packets that are transmitted successfully per unit of time. Therefore, the
throughput of transmitted packets is given as follows:

ThH ALOHA p(l?p?‘ - Z succ pCL?p"’) (9)
where P, . is the successful probability, which is the average number of
packets that are successfully transmitted in a slot (or sub-slot) of state n. In
this case, the success probability is given by:

3N —1)N
P =N N 0, 1m0 0.) + Qu0.mQu (L0 (10
M
According to Y m,(pa,pr) = 1, the relation (9) can be rewritten as
n=0
follows: p
Thu-aLona (pa, pr) = %[M — Npack(Pa, Pr)]; (an

where Npack (Pa, pr) is the expected number of backlogged packets (collided
packets), which is calculated as follows:

Nback paypr Zﬂn paapr (12)
and
M
(3N — 1)N
T= 2§[Qa(1,n)Qr(o,n>

+Qa(oan)Qr(lan)]ﬂ'n(paapr)- (13)
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6.2 Backlogged Throughput

The throughput of backlogged packets is defined as the number of backlogged
packets that have been transmitted successfully over the channel, which is
considered as another way to evaluate the MAC protocol performance. The
average throughput for backlogged packets is given by:

TheN onaPa: pr) = Thuaroua(Pas pr) — ThES ona Pa. pr),  (14)

where Thi{| opa (Pa; Pr) is the throughput of packets that are successfully
transmitted at the first attempt. It is calculated by

@N—l

Thi{u-(XLOHA(pmpr) = Z Qa 1 n Qr(o n)”n(paypr)

15)

6.3 Access Delay

The average delay of transmitted packets is another criterion that must be
taken into consideration to evaluate the wireless communication protocols.
It is defined as the average time that a packet takes from its source to the
receiver, and it is expressed in slots. Applying Little’s formula [24], the
average delay is given by:

ThH—ALOHA (pa y pr) + Nback (pa; pr)
T hy-ALoHA (Pa, Pr)

DenaLoHA (Pa; Pr) =

Nback (pm pr))
T hy-aroHA (Pa, Pr)

=1+ (16)

6.4 Backlogged Delay

The expected delay of backlogged packets is defined as the average time, in
slots, that a backlogged packet takes from its source to receiver. By using the
little’s formula, backlogged delay is given by:

Npack (pa y pr)
Thlﬁlﬁ(LOHA (Pas pr)

DeX ona(Pa, pr) = 1+ (17

6.5 Average Energy Consumption

Energy consumption refers to the amount of energy that is spent by the
sources within the transmission process. This is obtained by calculating each
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user’s energy level at four different operation states (transmitting a packet,
receiving a packet, and collision), factoring in the initial energy consumed
during the waiting for the next time slot. Then, The total consumed energy
Fioa1 by a source that implements our hybrid ALOHA protocol during
transmission will be produced by the following formula:

Etotal = wa + Etx + Ecx + Er)n (18)

where Fyx, Fi, Fex, and Ex are, respectively, the consumed energies by
the source during, waiting for next slot, transmission mode, collision state,
reception mode, respectively. Fyx can be formulated as:

0 If only one source transmit
By = { Y (19)

PW,. Twe Otherwise,

where PW,,,, and T, are the power consumption and the time duration in
the waiting mode, respectively. And Fcx can be formulated as:

0 If only one source transmit
Eex = { Y (20)

PW.,..T.. Otherwise,

where PW,, and T, are the power consumption and the time duration in the
collision state, respectively. And Eix can be formulated as:

Ex = PWip Ty, 2D

where PW,, and T}, are the power consumption and the time duration in the
transmission mode, respectively. And Eix can be formulated as:

Erx = PWrm-Tr:ﬂa (22)

where PW;, and T}, are the power consumption and the time duration in the
reception mode, respectively.

Moreover, the total consumed energy by the source is re-given in equation
(23):

PWip i + PWey 1w If only one source
transmit
Etotal =
PWeya Twe + PWep Ten
+PWyp Tty + PW,. T, Otherwise.
(23)
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7 Numerical Results

The numerical results are obtained using Matlab, and the parameters used for
the simulation model are shown in Table 2. Through this section, we present
MATLAB emulation performed to demonstrate the performance of Hybrid
ALOHA (H-ALOHA) in terms of some performance metrics. Furthermore,
a comparison between the proposed protocol with Slotted ALOHA (S-
ALOHA) protocol will be achieved. The proposed protocol aims to increase
the system throughput and decrease the delay by reducing collisions and
also aiming at energy efficiency for wireless networks. There are several
metrics used to evaluate the performance of the system such as normalized
throughput, backlogged throughput, access delay, backlogged delay, and
energy consumption.

Figure 6 shows the total system normalized throughput of the H- ALOHA
protocol for N = 10,1000 in comparison with the traditional S-ALOHA
protocol (N=1) with M = 30 users. Note that in this section, the normalized
throughput is measured in packets per slot, with slot length 7. And it is
not normalized by the subslot length Tgyps10t. As we mentioned before, when
N = 1, the subslot length equal the slot length (Tt = Tgubsior) Which
is corresponding to the traditional Slotted ALOHA protocol. We mark that
the throughput increases with the increasing traffic load. We can see that at
high offered traffic, the throughput increases slowly because the network is
near to saturation. The throughput performance of the S-ALOHA is the worst
compared with others due to the probability of collisions being very high
in that protocol, especially with the high traffic. While in the H-ALOHA

Table 2 Protocol parameter values

Parameters Values
Number of users M 10
Number of subslots N 10,1000
The arrival probability p, [0,1]
Transmission power PWy, 30 mW
Receiving power PW,.,, 40 mW
Waiting power PW,. 16 pW
Collision power PW, 20 mW
Transmission time T}, 60 ms
Receiving time 7 30 ms
Waiting time 7o [0,60 ms)

Collision time T 15 ms
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Figure 6 Normalized throughput.

protocol, during multiple transmissions, users are efficiently allocating slots
for transmission to decrease the collision probability. Hence, the system
throughput is enhanced. It can also be noticed that the proposed H-ALOHA
with N = 1000 outperforms H-ALOHA with N = 10 by a big margin. That
is, the throughput tends to increase as /N increases.

The variation of the throughput of backlogged packets for three protocols
H-ALOHA (N = 10), H-ALOHA (N = 1000), and traditional S-ALOHA
is shown in Figure 7 as a function of the arrival probability for M = 30.
As can be seen, when the arrival rate increases, the backlogged throughput
of the three protocols declines dramatically, especially in the higher traffic
load (i.e. p, = 1), where the backlogged throughput becomes 0 which means
no backlogged packet is transmitted over the channel. That is, due to the
increase of the packets’ generation, the collision among backlogged packets
will happen more frequently. The backlogged throughput of the H-ALOHA
protocol decreases relatively gently, while the backlogged throughput of
the S-ALOHA protocol decreases rapidly. This means that the H-ALOHA
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Figure 7 Backlogged throughput.

protocol performs better than the S-ALOHA protocol, especially at wispy
traffic.

Figure 8 represents the delay of transmitted packets in the H-ALOHA
protocol for N = 10,1000 in comparison with the traditional S-ALOHA
protocol (N = 1) with M = 30 users. The delay is given in terms of
slots. As far as we know, there is a close relationship between the traffic
load and the packet delay. That is due to the collisions increment and the
system saturation. As can be seen from the figure, the delay increases with
increasing traffic load. As expected, H-ALOHA provides a lower access delay
than the S-ALOHA protocol. This can be explained as follows. The users that
implement H-ALOHA can transmit their packets when they are available,
while under S-ALOHA protocol, the users must wait for the next time slot
to transmit. And also we can see that hybrid ALOHA (/N = 1000) is shown
to have the best performance delay compared to hybrid ALOHA (N = 10)
due to the subslot’s length in hybrid ALOHA (/N = 10) being larger than the
subslot’s length in hybrid ALOHA (N = 1000).
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Figure 8 Access delay.

Figure 9 illustrates the delay of backlogged packets of three protocols H-
ALOHA (N = 10), H-ALOHA (N = 1000), and traditional S-ALOHA
as a function of the arrival rate for M = 30 . The result depicts that
the backlogged delay also increases with an increased number of generated
packets for all three protocols. On comparing the three protocols in terms
of backlogged delay, the H-ALOHA has a lesser delay than S-ALOHA
protocols. This is due to that backlogged packets can be retransmitted at
the moment they are available. And also, the H-ALOHA with N = 1000
show a better-backlogged delay compared to H-ALOHA with N = 10.
This is due to the users under H-ALOHA (N = 10), retransmitting their
backlogged packets with a delay higher compared to retransmitted packets
under H-ALOHA (N = 1000).

Finally, we plot in Figure 10 the energy consumption as a function of
the traffic generation rate for the H-ALOHA, and the traditional S-ALOHA
protocols. In our H-ALOHA, the users transmit their packets whenever they
are available, without waiting for the beginning of the next time slot. This
latter has a direct impact on the energy consumed by the users. For that
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reason and as we can see, the suggested protocol acquired a minimum energy
consumption when compared with existing Slotted ALOHA protocol. Unlink
H-ALOHA, under the S-ALOHA protocol, users must wait the begging of
the next time slot for transmitting their data, which means they will consume
more energy.

8 Conclusion

In this paper, we have proposed a new MAC protocol which is a replacement
for both the Pure ALOHA (P-ALOHA) and Slotted ALOHA (S-ALOHA).
The proposed Hybrid ALOHA (H-ALOHA) protocol achieves maximal
efficiency while using the same physical layer as ALOHA protocols, and
without requiring time synchronization. It can increase the throughput of the
whole network and reduce the average packet delay, and also reduce energy
consumption. The performance improvement is further evaluated by a mathe-
matical framework based on the Markov chain and also by simulations based
on Matlab. We have shown through this latter that H-ALOHA can perform
more times better than S-ALOHA. H-ALOHA saves more energy compared
to that of S-ALOHA. We remark also that the H-ALOHA protocol is more
significant than S-ALOHA in terms of both average delay and throughput.
In the future, we plane to apply this approach to operational wireless
networks under the cooperative and non-cooperative game framework.
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