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Abstract

A Vehicular Ad hoc Network (VANET) is a special type of Mobile Ad hoc
Network (MANET). One of the main applications of VANETs is safety. This
is accomplished by disseminating an Early Warning Message (EWM) to all
vehicles in an emergency zone. However, broadcasting an EWM in a multi-
hop environment, such as a VANET, introduces many challenges. The main
challenge is the broadcast storm problem. In this paper, we propose a novel
broadcasting communication scheme for VANETs. During an emergency
situation a congested scenario is possible when vehicle density on the road is
high. This causes contention at the MAC layer, which leads to collisions and
increases the number of rebroadcasts, hence reducing packet dissemination,
increasing delay and network resource use. Our proposed communication
scheme is an SNR-based dynamic suppression scheme that aims to signif-
icantly reduce the effects of the broadcast storm problem by minimizing
the number of rebroadcasting vehicles. The proposed scheme achieves this
by considering the physical layer characteristics and the number of times
a vehicle receives an EWM. Moreover, we correlate vehicle density and
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suppression range through a formula to determine the effective suppression
range. The proposed scheme maintains network connectivity and achieves
almost 100% reachability to all vehicles throughout the zone. Furthermore,
the proposed scheme minimizes delay by 0.4 sec in high density scenarios.

Keywords: Warning message, broadcasting, cross-layer, SNR, suppression,
VANET.

1 Introduction

Ad hoc networks are characterized by ease of deployment that can provide
on the fly connectivity in emergency situations such as natural or man-made
disasters areas and in vehicular ad hoc networks [65, 67].

A VANET is an autonomous, temporary and self-configuring type of ad
hoc network. The wireless link characteristics may change significantly over
time as vehicles are joining and leaving the VANET. This results in topology
being very dynamic in VANETs [60, 61, 65, 67, 72, 73].

VANET nodes are mobile vehicles that communicate by exchanging
messages over a wireless medium, where the transmission range typically
varies between 100 and 300 meters [1–6, 67]. Vehicles in VANETs act as both
hosts and forwarding nodes (routers) [5, 2]. VANET nodes might additionally
be equipped with communication devices such as GPS receivers or wireless
sensors which further facilitate vehicle-to-vehicle and vehicle-to-roadside
unit (RSU) communication [5, 7–9, 70, 72, 73].

Many factors contribute to restricting scope and functionality of VANETs
in an urban area. This is due to the obstacles in the landscape and environment
such as but not limited to irregularity, traffic jams, skyscrapers, and complex-
ity of the road grid. For all previously discussed reasons achieving scalable
data dissemination is a very challenging task for a broadcasting protocol in
VANETs [61, 62].

VANETs have many applications including enhancing transportation,
safety on the road, decreasing the harmful effects of transportation on
the environment, improving navigation, responding to weather and traffic
changes, and providing entertainment and infotainment [2, 10–13, 67, 69, 71].
One of the most vital uses of VANETs is safety and intelligent transport
applications during emergency situations [14–16, 68, 70]. Chen et al. [17]
presented a summary of the majority of safety applications of VANETs.

As the number of vehicles increases on the roads so does the number of
accidents and fatalities. A study done by Wang and Thompson [18] states
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that 60% of accidents could be prevented if the vehicle driver were aware
of an emergency situation half a second earlier to an accident [19]. In a
report by the National Center for Statistics and Analysis [20] it was found
that collisions in 2003 caused a death toll of about 43,000 and close to 2.8
million injuries, with a total cost of about $230 billion. The death toll from
traffic accidents according to World Health Organization was approximately
1.25 million [52, 68]. The vehicle operator was responsible for about 90%
of these collisions. Yang et al. [19] found the time between an emergency on
the road and the time it is observed and responded to (by applying brakes) by
vehicle operators is about 0.75–1.5 seconds, which translates into around 90
feet at 60 mph speed. This can lead to a massive series of collisions if vehicle
operators react sequentially, especially in high density scenarios.

To increase safety on the road and to minimize collisions and their
consequences, it is essential that an Early Warning Message (EWM) arrives
in a timely manner to all vehicles on the road in a specific zone [69]. To
accomplish this, an efficient routing protocol is needed. A routing protocol
must utilize the resources efficiently, disseminate an EWM to all vehicles of
interest, minimize delay and maintain network connectivity and prevent it
from being partitioned.

VANETs have their own challenges in addition to inherited challenges
from MANETs in comparison to conventional networks. MANETs experi-
ence low throughout, prone to errors, fluctuating channel state over a very
short period of time [60, 72]. It is worth noting that wireless communications
can be significantly improved using relaying and diversity [65].

Broadcasting is used to disseminate early warning messages, in discovery
phase part of the routing process and in maintaining routes between different
nodes in the network [64]. In emergency scenarios, it is very crucial to have an
efficient and effective broadcasting scheme that not only sends the message
but also sends it in a timely manner and reduce interference [64, 65].

Numerous VANET routing and broadcasting protocols have been pro-
posed in the literature to facilitate vehicle-to-vehicle communication, a
comprehensive but not exhaustive list of broadcasting protocols can be
found in [60]. The authors in [60] classify broadcasting algorithms into
two main categories; underlying topology and non-underlying topology.
Furthermore they subdivide these two main categories into many leaves.
Authors in [64] have surveyed in details and classified probabilistic broadcast
schemes.

The vast majority of the proposed protocols in the literature are single
layer based routing protocols [7]. However, these protocols make the decision
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solely based on a single layer with no coordination with other layers in the
TCP/IP or OSI models. A detailed review of single layer broadcast routing
protocols can be found in [21–23].

Coordination between adjacent layers in a cross-layer design have been
shown to offer performance gains [7, 24, 25]. In this paper, we employ a
cross-layer based routing protocol for VANETs.

1.1 Major Contribution

One of the key elements in broadcasting is the transmission range. When
the transmission range is very long, the communication link is more stable,
however, this will result in more interference. If the transmission range is
just far enough to communicate with the neighboring vehicle, this reduces
interference, increases latency [49]. When vehicle density is high, a short
transmission range will minimize interference. It was found in [65] that routes
with the more number of hops would increase the number of interfering
nodes. This makes selecting an effective routing criteria very challenging
task.

The objective of this study is to alleviate the broadcast storm problem in
VANETs. Through intensive simulation we were able to find the effective
suppression range. So, we proposing a signal-to-noise ratio (SNR)-based
dynamic suppression broadcast scheme.

The contribution of this work is threefold; (i) employ cross-layer design
to get the most accurate information about the channel state, (ii) propose
an SNR-based adaptive dynamic suppression broadcast scheme for VANETs
that finds the effective transmission range by measuring the signal strength
(SNR), thereby reducing the effect of the hidden terminal problem; (iii) alle-
viate the broadcast storm problem by minimizing the number of message
rebroadcasts. This is achieved by using vehicle density and the SNR of the
received EWM to assign a higher probability and time priority to select nodes
to rebroadcast.

Our proposed SNR-based dynamic suppression broadcast scheme does
not require any information about neighboring vehicles (i.e. does not rely
on the continuous transmission of Hello beacon messages). The protocol is
distributed in nature and does not rely on a central or stationary controller
or sink such as RSUs. The next hop is determined based on the SNR in a
distributed fashion. Therefore, each vehicle in the VANET makes its own
decision on whether to rebroadcast. The proposed protocol accomplishes con-
nectivity, 100% reachability and high delivery ratio without the control and
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forwarding overhead while minimizing delay and number of rebroadcasted
messages.

The rest of the paper is organized as follows: Section 2 covers related
work to broadcasting in VANETs and broadcasting communication schemes
in VANETs. System architecture and protocol dynamics of the proposed
scheme are presented in Section 3. Section 4 covers performance evaluation
of the proposed scheme including simulation parameters and environment,
performance metrics, physical layer characteristics, and path loss model.
Results and discussion are presented in Section 5. Section 6 concludes the
paper with some future work remarks.

2 Related Work

2.1 Broadcasting in VANETs

Broadcasting refers to distributing a message to all vehicles in a certain region
to accomplish a certain goal. A broadcasting scheme needs to be efficient,
disseminating an EWM message to all vehicles in the network while using
minimum bandwidth and with minimum latency [14, 15]. Reachability is the
percentage of vehicles within a given geographic area that a broadcast scheme
is able to deliver a message to [26]. Reachability could be expressed in a
probability form as [50]:

R =
VRec

VN
(1)

Where R is the reachability, VRec the number of vehicles receiving the
message and VN the total number of vehicles on the map.

In addition, a broadcast scheme must be able to maintain connectivity
throughout the network and not result in network segmentation. Connectivity
is achieved when every vehicle is able to reach and communicate, possibly
through intermediate nodes, with every other vehicle in a given region in any
given time interval [27]. Furthermore, a broadcast scheme must minimize
resource usage, the most crucial resource in this case being bandwidth. This
depends on the number of vehicles involved in rebroadcasting the message
and the number of message rebroadcasts between source and destination
(number of hops) [53].

Broadcasting has become the dominant technique to disseminate EWMs
for safety purposes, where an EWM is considered time-sensitive [28, 29].
VANETs pose many challenges; high mobility results in a constantly chang-
ing and dynamic topology [29, 73].
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Unchecked broadcasting through flooding is inefficient in wired net-
works. It wastes bandwidth with unnecessary traffic, wastes CPU cycles of
participating nodes, indirectly denies service to legitimate traffic, and quickly
deteriorates into a broadcast storm [72, 73]. Flooding-based broadcasting
becomes even more problematic in wireless and mobile environments. It
results in higher contention for channels, which in turn results in higher
packet delays and losses, and it drains power more quickly. This is par-
ticularly true in dense zones with a high number of vehicles per km2

[30–32, 71].
Routing protocols for Mobile Ad hoc Networks (MANETs) are not

suitable for VANET applications. VANETs have a high degree of mobility
which results in frequent changes to the network topology [71]. In addition,
the presence of many objects of variant sizes in the path of vehicles further
exacerbates the variance in the wireless channel quality [7]. Furthermore,
node density is irregular and unpredictable [4]. Lastly, broadcasting is the
main method for message dissemination in VANETs [31]. A survey on
broadcast protocols in MANET can be found in [60].

2.2 Broadcasting Communication Schemes in VANETs

The first and simplest form of broadcasting is flooding, where each node in
the network rebroadcasts a received message as soon as it gets it [64]. The
flooding scheme suffers from many drawbacks such as degrading network
efficiency with redundant, unnecessary rebroadcasts, hence increasing con-
tention and collisions, causing the broadcast storm problem [6, 33, 64, 72].
In addition, in sporadic network the protocol performs poorly in terms of
coverage [60, 64].

Routing protocols in VANETs can be classified into five categories based
on the route creation technique used; these include topology-based, position-
based, geocast-based, cluster-based and broadcast-based routing [34, 54, 55].
Broadcast based schemes waste resources such as bandwidth [54]. Also,
these schemes works well in low density scenarios [54]. However, different
categorization methods have been proposed by [60, 63, 73].

Many schemes have been proposed to solve the broadcast storm problem
in VANETs mainly based on priority, probability or time. Tonguz, Wisitpong-
phan and Parikh [35] proposed a scheme for urban road broadcasting that
solves the hidden terminal problem and alleviates the effects of the broadcast
problem, however, it introduces significant overhead.
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Tseng et al. [36] proposed a few protocols to alleviate the broadcast storm
problem by excluding some vehicles from rebroadcasting based on their loca-
tion and how many times an EWM message was broadcast, however some
of these proposed protocols suffer significantly in high density scenarios.
Tonguz et al. [56] devised a new broadcast protocol; Distributed Vehicular
Broadcast (DV-CAST). The protocol did not study the performance metrics
E2E delay and packet delivery ratio that we have measured in our study.

Korkmaz et al. [37] devised a cluster-based broadcasting scheme that is
incorporated in the emergency brake light, a scheme that has an advantage
over the flooding technique. The authors in [31] proposed three broadcast-
suppression schemes; weighted p-persistent, slotted l-persistence and slotted
p-persistence.

Torrent-Moreno [38] proposed a protocol that assigns a rebroadcast prior-
ity. Nodes with higher priority have a shorter wait time before retransmitting
an EWM. Ibrahim et al. [39] proposed a probabilistic broadcasting protocol.
Dong, et al. proposed a Cluster-based Recursive Broadcast (CRB) scheme to
disseminate EWM [58]. CRB performed well in very low density 40 vehicles
scenarios. However, the proposed scheme was not tested under high density
scenarios and many parameters were not clearly stated in the article.

Most of the previously reviewed protocols did not consider vehicle
density as one of the parameters considered in their calculations and deci-
sions regarding rebroadcasting and/or did not incorporate other factors from
different layers in the TCP/IP or OSI models.

Chen et al. [40] proposed a distance-based, centralized scheme that
depends on a central control unit for event management. This is not practical
because RSUs are not available in all environments due to their high cost.
Shea, Hassanabadi, and Valaee [41] proposed a cluster-based scheme in
which neighboring vehicles exchange status updates regarding their respec-
tive speeds, locations, and IDs. This scheme introduces substantial overhead
and wastes network bandwidth.

Min-Te Sun et al. in [42] proposed a Distance Differ Transmission (DDT)
protocol, a distance-based scheme. A vehicle, upon hearing the transmission
of a message, defers transmission of the message. By imposing this condition,
inhibition of broadcasting an EWM occurs. To resolve the deficiency of DDT,
Korkmaz et al. [43] proposed the Directional Broadcast (DIB) protocol. DIB
uses a Request to Broadcast and Clear to Broadcast (RTB/CTB) technique.
However, if the farthermost vehicle is out of the communication range of the
sender, broadcasting may fail because of the difference in speed between the
two vehicles [44].
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Urban Multi-hop Broadcast (UMB), which uses a RTS/CTS mechanism
to solve the hidden terminal problem, is proposed in [11]. UMB divides the
road into sections according to the direction of dissemination. Korkmaz et al.
[45] proposed Ad hoc Multihop Broadcast (AMB) which is an improved
version of UMB. Wai Chen et al. [46] surveyed geocast and broadcast
schemes in VANETs. The majority of broadcast schemes use the position
to determine the next node to forward the message to in order to disseminate
an EWM. Vector-based Tracking Detection (V-TRADE) is one of the earliest
broadcasting protocols proposed for VANETs [47], however, it suffers from
significant control overhead making its use infeasible. Mariyasagayam et al.
[48] proposed Multihop Vehicular Broadcast (MHVB), a protocol that creates
a backfire zone. If a vehicle is in this zone, it does not forward the EWM.

Liu et al. [59] proposed a Congestion Aware version of the Greedy
Perimeter Coordinator Routing (GPCR) called CA-GPCR. The proposed
protocol Introduces more overhead via requiring each vehicle to broadcast
a Hello message to its neighboring nodes among other parameters that nodes
need to keep track of. Also, some simulation parameters were not stated in
the study such as the MAC protocol used. The study did not address the
number of rebroadcasts that the protocol needs to perform to ensure that the
EWM has been received by the maximum number of vehicles in the network.
In addition, reachability was not addressed.

The aforementioned schemes works well in low density scenarios [54].
However, they underperform in sparse situations when vehicles are far apart
from each other. This is mainly due to transmission range limitation [54].
Reachability is not achieved; not all vehicle will receive the EWM about
a hazard on the road that means safety is not accomplished. On the other
hand, in situations where the topology around vehicles is not the same (i.e.
some have too many neighbors and some few) a suppression and adaptive
scheme is needed. On the contrary, our proposed scheme works well in both
environments; low and high density scenarios and adapt to these scenarios.

3 System Architecture and the Proposed Protocol

The dynamics of the proposed protocol consists of two main phases as shown
in Figure 1. The first phase occurs when a vehicle receives a broadcast
message for the first time. If the vehicle is within a 90 m zone (i.e. SNR of
the received message is greater than 34 dB), the vehicle will not rebroadcast
the message. If a vehicle is located in the outer ring, it is given a higher
rebroadcast priority, achieved by being assigned a relatively shorter broadcast
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Figure 1 Dynamics of SNR-based dynamic suppression broadcast scheme.

time, between 0 and 50 msec. If the vehicle is in the inner zone, it is assigned
a low broadcast priority time of 75–95 msec. Assigning higher priority to
farther vehicles means these vehicles have shorter back-off time so they
rebroadcast earlier than low rebroadcast priority vehicles that are closer to
the source of the broadcast. Choosing priority times (high and low) should
be done carefully. A too small priority window of �50 msec will increase
collisions between far vehicles, and a too large priority window may cause
longer delays, defeating the purpose of the early EWM messages which must
be delivered as fast as possible for safety applications.

The second phase suppresses nearby neighbors of the rebroadcasting
vehicle. If the vehicle received the broadcast message before and it is
located within a large suppression range of 175 m (i.e. the SNR of the
received message is between 33–23.5 dB) it will not take any action (i.e.
no rebroadcast).

Suppression ranges are shown in Figure 2, where the transmission range
has been divided into three concentric regions. The innermost circle is
the primary suppression range of radius 90 m which corresponds to an
SNR threshold greater than 34 dB. No vehicle in this region is allowed to
rebroadcast a message.

Vehicles in the middle region (91∼200 m) have a low rebroadcast priority
time since these vehicles are close to the source broadcasting node. The outer
ring has a higher priority in order to achieve reachability using a minimum
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Figure 2 Different suppression regions around a vehicle.

Table 1 Suppression regions & action
Range Distance in m Action
Primary Suppression Range 0–90 Never rebroadcast
Inner Ring 91–199 Low priority rebroadcast time
Outer Ring 200–250 High priority rebroadcast time
Large Suppression Range 91–175 If counter >1 never rebroadcast

number of broadcasts while reducing latency. The parameters for different
regions and the actions taken are summarized in Table 1. Change in SNR
over distance is shown in Figure 3, this is found in literature and based on
values taken from Opnet [50, 51]. The details of the protocol are illustrated
in Figures 4–6.

Figure 4 shows the vehicle in the outer ring (200–250 m) from the source
vehicle of the source node broadcasting a message; this has high priority
rebroadcast time, so it has a random high priority broadcast time between
0 to 50 msec. It is worth pointing out that the probability of a vehicle in
this region is 0.36. Now the vehicle in the inner ring will have a low priority
rebroadcast time between 75 to 95 msec, however, this vehicle falls within the
large suppression range of 175 m from the vehicle in the outer ring. Its counter
for that message is more than one since it has received the message from the
vehicle in the outer ring; as a result, its scheduled rebroadcast is cancelled.

Figure 5 shows that the vehicle in the outer ring with high priority
rebroadcast time will rebroadcast the message received from the original
source, also the figure shows phase two of the proposed protocol; any vehicle
in this region will cancel its rebroadcast.

We are aware that the range is not perfectly circular because of obstacles
in the environment. However, by using SNR as a guide, one can assume that
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Figure 4 Vehicle in large suppression range cancels rebroadcast.

the vehicle receiving low SNR is in the outer zone of the transmission range
given the environmental conditions. The circular range shown in the diagrams
is for illustration purposes only.

Figure 6. Below shows a vehicle in the low priority time region per-
forming its scheduled rebroadcast after all high priority vehicles finish their
rebroadcasts.



174 M. Obaidat et al.

Figure 5 A vehicle rebroadcast in high priority region.

Figure 6 Vehicle rebroadcasting in low priority region.

The correlation between vehicle density ρ for 10–70 vehicles/km2 and
optimum suppression range has been investigated using simulation. Equa-
tions 2, 3 and 4 are obtained using discrete estimation through intensive
simulations by randomly generating vehicle density.
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Table 2 Correlation between ρ and effective suppression range
ρ β Corresponding Range in Meters
1 < ρ < 40 28

√
ρ 28–175

42 < ρ < 55 4 ∗ ρ 172–220

ρ ≥ 56 225 225

Let β denote the large suppression range in meters then

If 1 < ρ < 40 then β = 28
√
ρ (2)

If 42 < ρ < 55 then β = 4∗ρ (3)

If ρ ≥ 56 then β = 225 (4)

Where ρ: is the vehicle density in vehicles/km2.
Table 2 below shows a summary of the suppression range as a function of

vehicle density along with corresponding range in meters.
The proposed scheme uses the large suppression range of 175 m in the

second phase of the protocol based on the results in Table 2. Another reason
for choosing the large suppression range is that the probability of a vehicle
being in the 200–250 m range is about 0.36. This means there is a 36%
probability of a vehicle being in that range, assuming uniform distribution
of vehicles on the road.

4 Performance Evaluation and Analysis

4.1 Simulation Parameters and Performance Metrics

A MATLAB simulation package is used to analyze the performance of the
proposed SNR-based dynamic suppression broadcast scheme. Each reading
in all scenarios is the average of 10 runs. The road model in this study is a map
consisting of horizontal and vertical streets. This is chosen to be consistent
with the Manhattan mobility model adopted.

The free space path loss (FSPL) model is used in this study [57, 66].
The path loss of the wireless link is given by (5):

PL(si) = K1 si
k2 (5)

si is the distant between transmitter and receiver

K1 =
(4π)2

GtGrλ20
(6)

λ0 = c/f0 (7)
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Table 3 Simulation parameters
Parameter Value
Transmission Range 250 m

Simulation Time 300s (total)

Region size 2000 m × 1000 m

Number of vehicles 20–120

Packet size 256 bytes

MAC protocol 802.11p

Mobility Model Manhattan

Speed Uniform between 5–15 m/s

Pause time 0 s

K2 is the path loss exponent,
λ0 is the carrier wavelength
c is the speed of light and f0 is the carrier frequency, Gt is the antenna gains
of the transmitter, Gr is the antenna gains of the receiver.

The ratio of received to transmitted power is given by

pr
pt

=

[
λ
√
Gl

4πd

]2
(8)

√
Gl is the product of the transmit and receive antenna field radiation.

At the MAC layer, the back-off time is implemented to avoid packet
collisions and is determined by (9)

Tbackoff = uniform (0, w − 1) ∗ σ (9)

w: is the contention window size and σ is the duration of a back-off slot
time. It’s worth noting that in IEEE 802.11p broadcast mode there is no
retransmission or acknowledgement.

The rest of the simulation environment parameters are summarized in
Table 3.

The following metrics are considered in the evaluation of the proposed
broadcast scheme.

• Reachability: percentage of vehicles that received an EWM.
• Percentage of rebroadcasts: percentage of vehicles that rebroadcast a

received EWM.
• Number of rebroadcasts: number of vehicles that rebroadcast a received

EWM
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• End to End delay: the average time from when an EWM is sent due
to an emergency situation to the time when the EWM delivered to all
reachable vehicles.

The following algorithms will be compared to evaluate the proposed
broadcast scheme.

• Small suppression range; any vehicle within the small suppression range
(i.e. 90 m) of the broadcast source/forwarding node will not rebroadcast
the message. All other vehicles receiving a message will rebroadcast the
message.
• Fixed suppression ranges; the algorithm uses the small and the large

suppression ranges of 90 and 175 meters respectively. This algorithm
does not need any additional equipment except for the transmitter and
receiver.
• SNR-based dynamic suppression broadcast scheme: the assumption is

all vehicles are equipped with GPS.
• Flooding: each vehicle receiving a message will rebroadcast it.

5 Results and Discussion

The percentage of vehicles receiving the EWM as a function of vehicle
density is shown in Figure 7. The graph shows that the adaptive and dynamic
version of the proposed scheme outperforms the other three schemes, with
a much lower cost in the number of rebroadcasts and network resource
usage. Furthermore, the proposed dynamic suppression broadcast scheme
maintains the same reachability, while flooding degrades it significantly, by
about 20% as the number of vehicles increases to 140. The percentage of
vehicles receiving the EWM degrades for other schemes as well. As vehicle
density increases, fewer vehicles need to participate in rebroadcasting the
EWM, the contention at the MAC layer will increase and so does the number
of collisions.

The reachability above vehicle density of 60 is 100%. This is due to
the fact that in low density scenarios, vehicles will have a higher proba-
bility to rebroadcast as the suppression decreases between vehicles, versus
in high density scenarios where suppression increases (i.e. fewer vehicles
need to retransmit). This shows that the proposed scheme is very efficient in
maintaining connectivity which is crucial for disseminating EWMs.

Figure 8 shows the percentage of rebroadcasts vs. vehicle density. In this
figure it is clear that the proposed dynamic suppression broadcast scheme
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Figure 7 Reachability vs. vehicle density.

Figure 8 Percentage of rebroadcasts vs. vehicle density.

outperforms the flooding broadcast scheme by about 80% and the small
suppression range by about 30% in a high density network. This significant
difference is a result of the fact that the dynamic proposed scheme utilizes the
value of the SNR and vehicle density to determine whether to rebroadcast or
not, translating into many fewer rebroadcasts of the received EWM.

Reachability versus suppression range for different vehicle densities (ρ) is
illustrated in Figure 9. It can be seen in the figure that as the vehicle density
increases, the suppression range can also increase without compromising
the reachability or the connectivity of the VANET. When vehicle density
is 30 or more, the suppression range can increase up to 175 meters with
minimum reachability of around 80%, with a maximum reachability of 100%
when the density is 50 vehicles per km2. This confirms the large suppression
range in the formula devised for choosing this range as well as dividing the
transmission range into different priority zones as in Table 2.
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Figure 9 Reachability vs. suppression range for different ρ.

Figure 10 shows the number of rebroadcasts versus suppression range
for different ρ. This figure is related to Figure 9, to achieve the presented
reachability. For vehicle density ρ = 40 v/km2, to disseminate the EWM to
85% of all vehicles in a map of size 2 km by 1 km, only 35% of vehicles are
sufficient to rebroadcast for a suppression range of 175m. When the vehicle
density increases (i.e. ρ = 50 v/km2), only 40% of vehicles in the map need
to rebroadcast to achieve 100% coverage (i.e. 100% reachability).

Figure 11 shows that the proposed dynamic suppression technique has
the lowest delay compared to the small, fixed suppression algorithms and
the flooding broadcast scheme. At low density (i.e. 20 v/km2) the proposed
scheme has the same delay, but as the vehicle density increases, the delay of
the dynamic suppression scheme increases, but at much lower rate than other
broadcasting techniques. Flooding clearly suffers from longer delays as the
node density increases. This is due to MAC layer longer access times and
the number of collisions. On the other hand, not all vehicles in the dynamic
scheme are trying to access the channel simultaneously due to the high
and low priority times given to them based on their locations. Furthermore,
as vehicle density increases, fewer vehicles need to rebroadcast the EWM.
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Figure 10 Number of rebroadcasts vs. suppression range for different ρ.

Figure 11 Vehicle density vs. end to end delay.

Hence the channel access time is very short. Also, because of the priority
times assigned to vehicles of no more than 90 msec, the proposed scheme
minimizes delay by indirectly keeping bound on the delay.

6 Conclusion and Future Work

The most crucial application of VANETs is safety. One of these applications
is dissemination of EWMs. A broadcast scheme is needed and used to achieve
this purpose. The broadcast scheme must be efficient, effective, minimize



SNR-Based Early Warning Message Scheme for VANETs 181

latency and resource usage (i.e. bandwidth, battery, processing power, buffer
space) and yet not be complex.

This paper proposed a new SNR-based dynamic suppression broadcast
scheme with an effective suppression range which is validated via simu-
lations. The scheme is efficient, and reliable in terms of reachability and
reducing network resources consumption. Moreover, it reduces the percent-
age of rebroadcasts of an EWM, and decreases end to end delay, under 100
msec, in high density scenarios which is compliant with safety applications.

The proposed scheme achieved almost 100% reachability (i.e. the EWM
reaches every vehicle in the network) while minimizing the number of
rebroadcasts. In addition, it reduces contention at the MAC layer and does
not overload the network with unnecessary rebroadcasts. The overall result
is alleviating the broadcast storm problem in VANETs and disseminating the
early warning message within the time frame needed for safety applications.

The next step in this study is to compare the devised scheme with other
broadcast routing protocols in VANETs discussed in Section 2.2. Some
of these broadcast routing protocols would be Urban Multi-hop Broadcast
(UMB), Ad hoc Multihop Broadcast (AMB), and Congestion Aware-Greedy
Perimeter Coordinator Routing (CA-GPCR). A formal statistical analysis
will be conducted for the protocols under study. Moreover, a more realistic
channel model such as Rayleigh fading model will be used. In addition, the
mobility model will be the random waypoint, or Gauss-Markov.
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